
When a user that is subject to General Data Protection Regulation (GDPR) 
visits a web page, the publisher has an obligation to notify and establish 
consent from the user for mechanisms that store data and can be written 
to or read from their device, and that personal data may be processed for 
specific purposes, and in some cases with particular features.
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Dialogue box overlays the publishers 
page displaying the following details:

 	list of purposes for which the website 
and the companies it works with wish to 
process data, including users’ personal 
data, and for which the user is given 
choice either to consent or to object 
depending on the legal basis for the 
processing

 	a call to action for the user to express 
their consent such as “Accept”, “Okay”, 
“Approve”

 	a call to action  for the user to customise 
their choices such as “Advanced 
Settings”, “Customise Choices”

VENDOR CAN CAPTURE, STORE 
AND ACT ON PERSONAL DATA

User is shown website with personalised 
content and targeted advertising

VENDOR CANNOT CAPTURE, STORE 
AND ACT ON PERSONAL DATA

User is shown website without personalised 
content and targeted advertising

Vendors can pass on the users data 
to other vendors if the TC String 
shows that the receiving vendor has 
a legal basis for the processing of 
personal data.
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The String it is made up of a series of “0”s and “1”s.  
The sequencing of the “0”s and “1”s determine the 
state of consent that has been given by the user to 

the vendor for its purpose of work.

VENDORS READ THE STRING TO 
DETERMINE IF THEY HAVE CONSENT

Website operators work with a Consent Management 
Platform (CMP) to present the ‘dialogue box’. The CMP 

centralises and manages transparency for, and consent 
and objections of the end user. They create code that is a 

string of data know as a “string”.
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